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ABSTRACT

Disclosed are a method for data de-duplication and an apparatus for the same. The method may comprise obtaining access property of data based on input request or output request for the data, determining de-duplication unit of the data based on the access property, and performing de-duplication on the data based on the de-duplication unit. Thus, data de-duplication rate may be determined adaptively based on input/output characteristics of data. Also, data de-duplication may be performed based on the determined data de-duplication rate so as to provide low input/output latency.

14 Claims, 5 Drawing Sheets
### References Cited

**U.S. PATENT DOCUMENTS**

<table>
<thead>
<tr>
<th>Patent Number</th>
<th>Date</th>
<th>Inventor(s)</th>
<th>Classification</th>
<th>Document Number</th>
</tr>
</thead>
<tbody>
<tr>
<td>9,081,771 B1</td>
<td>7/2015</td>
<td>Faibish</td>
<td>G06F 17/30</td>
<td></td>
</tr>
</tbody>
</table>

### FOREIGN PATENT DOCUMENTS

<table>
<thead>
<tr>
<th>Patent Number</th>
<th>Date</th>
<th>Inventor(s)</th>
<th>Classification</th>
<th>Document Number</th>
</tr>
</thead>
<tbody>
<tr>
<td>JP 2012328038 A</td>
<td>12/2012</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

* cited by examiner
FIG. 1

START

OBTAINING ACCESS PROPERTY OF DATA ~ S100

DETERMINING DE-DUPLICATION UNIT OF DATA BASED ON ACCESS PROPERTY ~ S200

PERFORMING DE-DUPLICATION ON DATA BASED ON DE-DUPLICATION UNIT ~ S300

END

FIG. 2

<table>
<thead>
<tr>
<th>TYPE</th>
<th>FIELD</th>
<th>REMARK</th>
</tr>
</thead>
<tbody>
<tr>
<td>TIME TYPE</td>
<td>m_time</td>
<td>RECENT MODIFICATION TIME</td>
</tr>
<tr>
<td>TIME TYPE</td>
<td>a_time</td>
<td>RECENT ACCESS TIME</td>
</tr>
<tr>
<td>INTEGER TYPE</td>
<td>seqCount</td>
<td>SEQUENTIAL ACCESS NUMBER</td>
</tr>
<tr>
<td>INTEGER TYPE</td>
<td>randCount</td>
<td>RANDOM ACCESS NUMBER</td>
</tr>
</tbody>
</table>
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<table>
<thead>
<tr>
<th>CLASSIFICATION</th>
<th>DE-DUPLICATION UNIT</th>
<th>REMARK</th>
</tr>
</thead>
<tbody>
<tr>
<td>DATA WHICH IS NOT USED FREQUENTLY</td>
<td>FIRST</td>
<td>- USING SMALLEST CHUNK</td>
</tr>
<tr>
<td></td>
<td>DE-DUPLICATION UNIT</td>
<td>- HIGHEST DE-DUPLICATION PROBABILITY</td>
</tr>
<tr>
<td>DATA TO WHICH RANDOM ACCESS IS</td>
<td>SECOND</td>
<td>- USING RELATIVELY SMALL CHUNK</td>
</tr>
<tr>
<td>FREQUENTLY PERFORMED</td>
<td>DE-DUPLICATION UNIT</td>
<td>- RELATIVELY HIGH DE-DUPLICATION PROBABILITY</td>
</tr>
<tr>
<td>DATA TO WHICH SEQUENTIAL ACCESS IS</td>
<td>THIRD</td>
<td>- USING RELATIVELY LARGE CHUNK</td>
</tr>
<tr>
<td>FREQUENTLY PERFORMED</td>
<td>DE-DUPLICATION UNIT</td>
<td>- RELATIVELY LOW DE-DUPLICATION PROBABILITY</td>
</tr>
<tr>
<td>DATA TO WHICH INPUT IS FREQUENTLY</td>
<td>FOURTH</td>
<td>- DE-DUPLICATION IS NOT PERFORMED</td>
</tr>
<tr>
<td>PERFORMED</td>
<td>DE-DUPLICATION UNIT</td>
<td></td>
</tr>
</tbody>
</table>
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METHOD FOR DE-DUPLICATING DATA AND APPARATUS THEREOF

CLAIM FOR PRIORIY
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BACKGROUND OF INVENTION

1. Technical Field

Example embodiments of the present invention relate to a technology for de-duplicating data, and more specifically to a method for de-duplicating data which provides low input/output latency, and an apparatus for the same.

2. Related Art

A technology of data de-duplication means a technology for removing redundant data in a data storage device and retaining more space in the data storage device. Currently, many companies and government offices are performing periodic data backup in order to guarantee secure data storing. In these cases, backup data has much redundancy due to its characteristics. Accordingly, the technology of data de-duplication is being used for increasing efficiency of backup data storage. Meanwhile, such the technology of data de-duplication has been developed in order to only increase data de-duplication rate because low input/output latency is not so necessary for the backup data storage devices.

However, since data de-duplication is performed based on complex algorithms for data de-duplication, portable devices such as notebook computers, smartphones, and tablets are not suitable for performing the data de-duplication due to their low computation powers. That is, when the data de-duplication technology is applied to the portable devices, there can be a problem that data input/output speed degrades significantly because physical storing order of sequential input/output data may change.

SUMMARY

Accordingly, example embodiments of the present invention are provided to substantially obviate one or more problems due to limitations and disadvantages of the related art.

Example embodiments of the present invention provide a method for data de-duplication which performs data de-duplication based on data de-duplication rate determined adaptively according to data input/output characteristics.

Example embodiments of the present invention also provide an apparatus for data de-duplication which performs data de-duplication based on data de-duplication rate determined adaptively according to data input/output characteristics.

In some example embodiments, a method for data de-duplication, performed in an apparatus for data de-duplication, may comprise obtaining access property of data based on input request or output request for the data, determining de-duplication unit of the data based on the access property, and performing de-duplication on the data based on the de-duplication unit.

Here, the access property may include at least one of access time on the data, modification time on the data, a number of sequential accesses on the data, and a number of random accesses on the data.

Here, the obtaining access property may further comprise obtaining the access time and the modification time based on time information of the input request when the input request is received, and obtaining the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the input request.

Here, the obtaining access property may further comprise obtaining the access time based on time information of the output request when the output request is received, and obtaining the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the output request.

Here, the determining de-duplication unit of the data may comprise calculating a first difference between a current access time on the data and a previous modification time on the data; determining a fourth de-duplication unit having a lowest de-duplication probability as the de-duplication unit of the data when the first difference is equal to or less than a predefined first threshold; calculating a second difference between the current access time on the data and the previous access time on the data when the first difference is in excess of the first threshold; determining a first de-duplication unit having a highest de-duplication probability as the de-duplication unit of the data when the second difference is in excess of a predefined second threshold; determining a second de-duplication unit having a lower de-duplication probability than the first de-duplication unit as the de-duplication unit of the data when the second difference is equal to or less than the second threshold and the number of random accesses on the data is equal to or more than the number of sequential accesses on the data; and determining a third de-duplication unit having a lower probability of being de-duplicated than the second de-duplication unit as the de-duplication unit of the data when the second difference is equal to or less than the second threshold and the number of random accesses on the data is less than the number of sequential accesses on the data.

Here, de-duplication may not be performed for the fourth de-duplication unit.

Here, the performing de-duplication on the data may comprise generating at least one data block of the data based on the de-duplication unit; generating unique identifier for the at least one data block; determining whether the unique identifier is in an index table or not; removing a data block corresponding to the unique identifier when the unique identifier is in the index table; and storing the unique identifier and the data block corresponding to the unique identifier when the unique identifier is not in the index table.

Here, the unique identifier may be generated using a hash algorithm.

Here, the de-duplication unit may be classified into at least one de-duplication units each of which has different de-duplication probability.

In another example embodiments, an apparatus for data de-duplication may comprise a processing part configured to obtain access property of data based on input request or output request for the data, determine de-duplication unit of the data based on the access property, and perform de-duplication on the data based on the de-duplication unit; and a storage part configured to store information which is processed or has been processed in the processing part.

Here, the access property may include at least one of access time on the data, modification time on the data, a number of sequential accesses on the data, and a number of random accesses on the data.

Here, the processing part may be further configured to obtain the access time and the modification time based on
time information of the input request when the input request
is received, and obtain the number of sequential accesses on
the data or the number of random accesses on the data based
on continuity of the input request.

Here, the processing part may be further configured to
obtain the access time based on time information of the
output request when the output request is received, and
obtain the number of sequential accesses on the data or the
number of random accesses on the data based on continuity
of the output request.

Here, the processing part may be further configured to
calculate a first difference between a current access time on
the data and a previous access time on the data, determine
a fourth de-duplication unit having a lowest de-duplication
probability as the de-duplication unit of the data when the
first difference is equal to or less than a predefined first
threshold, calculate a second difference between the current
access time on the data and the previous access time on the
data when the first difference is in excess of the first
threshold, determine a first de-duplication unit having a
highest de-duplication probability as the de-duplication unit
of the data when the second difference is in excess of a
predefined second threshold, determine a second de-dupli-
cation unit having a lower de-duplication probability than
the first de-duplication unit as the de-duplication unit of the
data when the second difference is equal to or less than the
second threshold and the number of random accesses on the
data is equal to or more than the number of sequential
accesses on the data, and determine a third de-duplication
unit having a lower de-duplication probability than the
second de-duplication unit as the de-duplication unit of the
data when the second difference is equal to or less than the
second threshold and the number of random accesses on the
data is less than the number of sequential accesses on the
data.

Here, de-duplication may not be performed for the fourth
de-duplication unit.

Here, the processing part may be further configured to
generate at least one data block of the data based on the
de-duplication unit, generate unique identifier for the at least
one data block, determine whether the unique identifier is in
an index table or not, remove a data block corresponding to
the unique identifier when the unique identifier is in the
index table, and store the unique identifier and the data block
corresponding to the unique identifier when the unique
identifier is not in the index table.

Here, the unique identifier may be generated using a hash
algorithm.

Here, the de-duplication unit may be classified into at
least one de-duplication units each of which has different
de-duplication probability.

BRIEF DESCRIPTION OF DRAWINGS

Example embodiments of the present invention will
become more apparent by describing in detail example
embodiments of the present invention with reference to the
accompanying drawings, in which:

FIG. 1 is flow chart to illustrate a method for data
deduplication according to an example embodiment of the
present invention;

FIG. 2 is a table to show access properties of data;

FIG. 3 is a flow chart to illustrate a step of obtaining
access property in a method of data de-duplication with
an example embodiment of the present invention;

FIG. 4 is a flow chart to illustrate a step of determining
de-duplication unit in a method for data de-duplication
according to an example embodiment of the present inven-
tion;

FIG. 5 is a table to explain de-duplication units used in an
example embodiment of the present invention;

FIG. 6 is a flow chart to illustrate a step of performing
de-duplication in a method for data de-duplication according
to an example embodiment of the present invention;

FIG. 7 is a conceptual diagram to illustrate a step of
generating unique identifier corresponding to data block;
and

FIG. 8 is a block diagram to illustrate an apparatus for
data de-duplication according to an example embodiment of
the present invention.

DESCRIPTION OF EXAMPLE EMBODIMENTS

Example embodiments of the present invention are
disclosed herein. However, specific structural and functional
details disclosed herein are merely representative for pur-
poses of describing example embodiments of the present
invention, however, example embodiments of the present
invention may be embodied in many alternate forms and
should not be construed as limited to example embodiments
of the present invention set forth herein.

Accordingly, while the invention is susceptible to various
modifications and alternative forms, specific embodiments
thereof are shown by way of example in the drawings and
will herein be described in detail. It should be understood,
however, that there is no intent to limit the invention to the
particular forms disclosed, but on the contrary, the invention
is to cover all modifications, equivalents, and alternatives
falling within the spirit and scope of the invention. Like
numbers refer to like elements throughout the description of
the figures.

The terminology herein is for the purpose of describ-
ing particular embodiments only and is not intended to be
limiting of the invention. As used herein, the singular forms
"a," "an" and "the" are intended to include the plural forms
as well, unless the context clearly indicates otherwise. It will
be further understood that the terms "comprises," "compris-
ing," "includes" and/or "including," when used herein,
specify the presence of stated features, integers, steps,
operations, elements, and/or components, but do not pre-
clude the presence or addition of one or more other features,
integers, steps, operations, elements, components, and/or
groups thereof.

Unless otherwise defined, all terms (including technical
and scientific terms) used herein have the same meaning as
commonly understood by one of ordinary skill in the art to
which this invention belongs. It will be further understood
that terms, such as those defined in commonly used dic-
tionaries, should be interpreted as having a meaning that is
consistent with their meaning in the context of the relevant
art and will not be interpreted in an idealized or overly
formal sense unless expressly so defined herein.

FIG. 1 is flow chart to illustrate a method for data
deduplication according to an example embodiment of the
present invention.

Referring to FIG. 1, a method for data de-duplication
according to an example embodiment of the present inven-
tion may comprise a step S100 of obtaining access property
of data based on input request or output request for the data,
a step S200 of determining de-duplication unit of the data
based on the access property, and a step S300 of performing
de-duplication on the data based on the de-duplication unit.
Here, each step illustrated in FIG. 1 may be performed by an apparatus for data de-duplication illustrated in FIG. 8, and detail constitution and function of the apparatus will be explained later.

FIG. 2 is a table to show access properties of data. Referring to FIG. 2, access properties of data may include an access time of data (a_time), a modification time of data (m_time), the number of sequential accesses on data (seqCount), the number of random accesses (randCount), and so on. Here, the access properties of data are not limited to above described properties, and may include other information which can represent input/output characteristics of data.

The access time of data (a_time) may mean a time when input request for the data (that is, data write request) or output request for the data (that is, data read request) is received. When the input request for the data is received, the apparatus for data de-duplication may obtain a time of receiving the input request for the data as the access time of the data, and store the obtained access time. For example, the apparatus may store a current time in a time field for a current data. Meanwhile, in a case that a stored access time already exists for the data, the apparatus may update the stored access time with a newly obtained access time.

On the other hand, when the output request for the data is received, the apparatus for data de-duplication may obtain a time of receiving the output request for the data as the access time of the data, and store the obtained access time. For example, the apparatus may store a current time in a_time field for a current data. Meanwhile, in a case that a stored access time already exists, the apparatus may update the stored access time with a newly obtained access time.

The modification time of data (m_time) may mean a time when input request for the data is received. When the input request for the data is received, the apparatus for data de-duplication may obtain a time of receiving the input request for the data as the access time of the data, and store the obtained access time. For example, the apparatus may store a current time in m_time field for a current data. Meanwhile, in a case that a stored access time of the data already exists, the apparatus may update the stored access time with a newly obtained access time.

The number of sequential accesses on data (seqCount) may mean the number of accesses which increases when a current access is belonging to a sequential access. That is, when a current access request and a previous access request are continuous (For example, when a physical or logical number of the current access request is continuous with that of the previous access request, or when the current access request and the previous access request have any continuous trends), the number of sequential accesses on data may increase. On the contrary, the number of random accesses on data (randCount) may mean the number of accesses which increases when a current access is belonging to a random access. Here, the number of sequential accesses and the number of random accesses may mean accumulated number of sequential accesses or random accesses.

When the current access request and the previous access request are continuous, the apparatus may increase a seqCount field for the data which the current access request designates by 1. On the contrary, when the current access request and the previous access request are not continuous, the apparatus may increase a randCount field for the data which the current access request designates by 1.

FIG. 3 is a flow chart to illustrate a step of obtaining access property in a method of data de-duplication according to an example embodiment of the present invention.

Referring to FIG. 3, the step S100 of obtaining access property of data may comprise a step S110 of determining whether a received access request is belonging to an input request or an output request; a step S120 of obtaining the access time and the modification time based on time information of the input request when the input request is received; and a step S130 of obtaining the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the input request.

In addition, the step S100 of obtaining access property of data may further comprise a step S140 of obtaining the access time based on time information of the output request when the output request is received; and a step S150 of obtaining the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the output request.

In the step S110, the apparatus for data de-duplication may determine whether a received access request is an input request or an output request. When the received request is an input request, the apparatus may perform the steps S120 and S130 as next steps. On the contrary, when the received request is an output request, the apparatus may perform the steps S140 and S150 as next steps.

In the step S120, the apparatus for data de-duplication may obtain the access time and the modification time based on time information of the input request. That is, the apparatus may obtain a time of receiving the data input request as the access time and the modification time, and store the obtained access time and modification time in a database. At this time, if stored access time already exists in the database, the apparatus may update the stored access time with the newly obtained access time. Meanwhile, if a stored modification time already exists in the database, the apparatus may update the stored modification time with the newly obtained modification time.

In the step S130, the apparatus for data de-duplication may obtain the number of sequential accesses on the data or the number of random accesses on the data based on continuity between the current input request and the previous access request. That is, the apparatus may increase a seqCount field for the data which the current input request designates by 1 when the current input request and the previous access request are continuous, and may increase a randCount field for the data which the current input request designates by 1 when the current input request and the previous access request are not continuous.

For example, if it is assumed that the number of sequential accesses on a specific data is 7 and the number of random accesses on the specific data is 5, the apparatus may increase the number of sequential accesses on the specific data to 8 when the current input request and the previous access request are continuous, and the apparatus may increase the number of random accesses on the specific data to 6 when the current input request and the previous access request are not continuous.

In the above description, an example in which the step S130 is performed after the step S120 is performed was explained. However, the performing order of the steps S120 and S130 is not limited to the above example. That is, the steps S120 and S130 may be performed at the same time, or the step S130 may be performed before the step S120 is performed.

In the step S140, the apparatus for data de-duplication may obtain the access time based on time information of the output request. That is, the apparatus may obtain a time of receiving the data output request as the access time, and store the obtained access time in the database. At this time,
if stored access time already exists in the database, the apparatus may update the stored access time with the newly obtained access time.

In the step S150, the apparatus for data de-duplication may obtain the number of sequential accesses on the data or the number of random accesses on the data based on continuity between the current output request and the previous access request. That is, the apparatus may increase a seqCount field for the data which the current output request designates by 1 when the current output request and the previous access request are continuous, and may increase a randCount field for the data which the current output request designates by 1 when the current output request and the previous access request are not continuous.

For example, if it is assumed that the number of sequential accesses on a specific data is 7 and the number of random accesses on the specific data is 5, the apparatus may increase the number of sequential accesses on the specific data to 8 when the current output request and the previous access request are continuous, and the apparatus may increase the number of random accesses on the specific data to 6 when the current output request and the previous access request are not continuous.

In the above description, an example in which the step S150 is performed after the step S140 is explained. However, the performing order of the steps S140 and S150 is not limited to the above explanation. That is, the steps S140 and S150 may be performed at the same time, or the step S150 may be performed before the step S140 is performed.

FIG. 4 is a flow chart to illustrate a step of determining de-duplication unit in a method for data de-duplication according to an example embodiment of the present invention.

Referring to FIG. 4, the step S200 of determining de-duplication unit may comprise a step S210 of calculating a first difference between a current access time on the data and a previous modification time on the data; a step S220 of determining whether the first difference is in excess of a predefined first threshold; a step S230 of determining a fourth de-duplication unit having a lowest de-duplication probability as the de-duplication unit of the data when the first difference is equal to or less than the first threshold; a step S240 of calculating a second difference between the current access time on the data and the previous access time on the data when the first difference is in excess of the first threshold; a step of S250 of determining whether the second difference is equal to or less than a predefined second threshold; a step S260 of determining a first de-duplication unit having a highest de-duplication probability as the de-duplication unit of the data when the second difference is in excess of the second threshold; a step S270 of determining whether the number of random accesses on the data is equal to and less than the number of sequential accesses on the data when the second difference is equal to or less than the second threshold; a step S280 of determining a second de-duplication unit having a lower de-duplication probability than the first de-duplication unit as the de-duplication unit of the data when the second difference is equal to or less than the second threshold and the number of random accesses on the data is less than the number of sequential accesses on the data.

Hereinafter, de-duplication unit determined in the step S200 will be explained by referring to FIG. 5.

FIG. 5 is a table to explain de-duplication units used in an example embodiment of the present invention.

Referring to FIG. 5, de-duplication units used for the present invention may be classified into four types of units such as a first de-duplication unit, a second de-duplication unit, a third de-duplication unit, and a fourth de-duplication unit.

The first de-duplication unit may be applied to data which are not used frequently. The data which are not used frequently may mean data having a greater difference between current access time and previous access time than a predefined threshold value. The first de-duplication unit may be configured to use the smallest chunk among all the de-duplication units, and may realize the highest de-duplication probability among all the de-duplication units. That is, the first de-duplication unit may be used for providing high data de-duplication rate rather than low latency.

The second de-duplication unit may be applied to data which has more random accesses than sequential accesses. The second de-duplication unit may use chunk larger than that of the first de-duplication unit and smaller than a third de-duplication unit (explained later). Accordingly, the second de-duplication unit may provide relatively higher de-duplication probability (that is, the second de-duplication unit has data de-duplication rate lower than that of the first de-duplication unit and higher than that of the third de-duplication unit). Even though physical disarrangement occurs for data having frequent random accesses, performance of random accesses may not degrade. Thus, the second de-duplication unit may use relatively smaller size of chunk in order to provide high data de-duplication rate.

The third de-duplication unit may be applied to data which has more sequential accesses than random accesses. The third de-duplication unit may use chunk larger than that of the second de-duplication unit and smaller than a fourth de-duplication unit (explained later). Accordingly, the third de-duplication unit may provide relatively lower de-duplication probability (that is, the third de-duplication unit has data de-duplication rate lower than that of the second de-duplication unit and higher than that of the fourth de-duplication unit). That is, in order to provide low input/output latency for data having frequent sequential accesses, the third de-duplication unit may use relatively larger size of chunk.

The fourth de-duplication unit may be applied to data for which frequent input/output requests are received. The fourth de-duplication unit may use chunk larger than that of the third de-duplication unit. Accordingly, the fourth de-duplication unit may provide the lowest de-duplication probability among all the de-duplication units. Meanwhile, the fourth de-duplication unit may mean a data unit on which data de-duplication is not performed. That is, since data de-duplication is suitable for output-oriented data, data de-duplication may not be performed on input-oriented data.

Here, classification of de-duplication units is not restricted to the above example but configured variously. For example, the de-duplication unit may be classified into three types or five types. When the de-duplication unit is classified into three types, the first de-duplication unit may provide the highest de-duplication probability, and the second de-duplication unit may provide lower de-duplication probability than the first de-duplication unit, and the third de-duplication...
tion unit may provide lower de-duplication probability than the second de-duplication unit (that is, the lowest de-duplication rate).

Re-referring to FIG. 4, in the step S210, the apparatus may calculate a first difference between a current access time on the data and a previous access time on the data. That is, the apparatus may calculate the first difference which is a difference between a current time of access on the data and a previous time of modification on the data (that is, a modification time obtained from a previous input request on the data). Here, the first difference may represent how frequently the data is changed (that is, how frequent input requests are generated for the data).

In the step S220, the apparatus may determine whether the first difference is in excess of a predefined first threshold. Here, the first threshold may mean a threshold used to determine whether data de-duplication is performed or not, and may have a different value according to user configuration. For example, the first threshold may be set to 1 hour, 2 hours, 3 hours, and so on. When the first difference is equal to or less than the first threshold, the apparatus may perform the step S230 as a next step. When the first difference is in excess of the first threshold, the apparatus may perform the step S240 as a next step.

In the step S230, the apparatus may determine the fourth de-duplication unit as a de-duplication unit of the data. That is, the apparatus may calculate the second difference which is a difference between a current access time on the data obtained from current input or output request on the data and a previous access time on the data (that is, obtained from previous input or output request on the data). Here, the second difference may mean how frequently accesses on the data occur.

In the step S240, the apparatus may determine whether the second difference is equal to or less than a predefined second threshold. Here, the second threshold may mean a threshold used to discriminate data having low access probability, and may have a different value according to user configuration. For example, the second threshold may be set to 1 hour, 2 hours, 3 hours, and so on. When the second difference is in excess of the second threshold, the apparatus may perform the step S260 as a next step. When the second difference is not in excess of the second threshold, the apparatus may perform the step S270 as a next step.

In the step S260, the apparatus may determine the first de-duplication unit having the highest probability of de-duplication as a de-duplication unit of the data. That is, when the second difference is in excess of the second threshold so that the data is not frequently used, the apparatus may select the first de-duplication unit having the highest de-duplication probability for the data.

In the step S270, the apparatus may determine whether the number of random accesses on the data is less than the number of sequential accesses on the data, the apparatus may perform the step S280 as a next step. When the number of random accesses on the data is less than the number of sequential accesses on the data, the apparatus may perform the step S290 as a next step.

In the step S280, the apparatus may determine the second de-duplication unit having a lower probability of de-duplication than the first de-duplication unit as a de-duplication unit of the data. That is, when the number of random accesses on the data is equal to or more than the number of sequential accesses, the apparatus may select the second de-duplication unit having relatively higher de-duplication probability for the data.

In the step S290, the apparatus may determine the third de-duplication unit having a lower probability of de-duplication than the second de-duplication unit as a de-duplication unit of the data. That is, when the number of random accesses on the data is less than the number of sequential accesses on the data so that the data has frequent random accesses, the apparatus may select the third de-duplication unit having relatively lower de-duplication probability for the data.

FIG. 6 is a flow chart to illustrate a step of performing de-duplication in a method for data de-duplication according to an example embodiment of the present invention, and FIG. 7 is a conceptual diagram to illustrate a step of generating unique identifier corresponding to data block.

Referring to FIGS. 6 and 7, a step S300 of performing de-duplication will be explained in detail.

The step S300 of a method for data de-duplication according to an example embodiment of the present invention may comprise a step S310 of generating at least one data block of the data based on the de-duplication unit; a step S320 of generating unique identifiers for at least one data block; a step S330 of determining whether the unique identifier is in an index table or not; a step S340 of storing the unique identifier and the data block corresponding to the unique identifier when the unique identifier is not in the index table; and a step S350 of removing data block corresponding to the unique identifier when the unique identifier is in the index table.

In the step S310, the apparatus may generate at least one data block of the data based on the de-duplication unit. The apparatus may determine size of chunk according to the determined de-duplication unit. That is, the apparatus may generate at least one data block based on chunk size corresponding to the first de-duplication unit, or generate at least one data block based on chunk size corresponding to the second de-duplication unit, or generate at least one data block based on chunk size corresponding to the third de-duplication unit, or generate at least one data block based on chunk size corresponding to the fourth de-duplication unit. Meanwhile, if the de-duplication unit means a unit on which data de-duplication is not performed, the apparatus may not generate data blocks for the fourth de-duplication unit.

Referring to FIG. 7, the apparatus may generate a plurality of data blocks 31 from the data 30 based on the above described step 310.

In the step S320, the apparatus may generate unique identifiers for generated data blocks. Here, the apparatus may generate the unique identifiers using hash algorithms such as SHA-1, SHA-2, SHA-3, and so on. However, a method for generating unique identifiers is not restricted to the above explanation, and various known methods may be used to generate unique identifiers corresponding to the plurality of data blocks.
Referring to FIG. 7, the apparatus may generate unique identifiers 32 each of which corresponds to each of data blocks 31 based on the above described step 320.

In the step S330, the apparatus may determine whether generated unique identifiers already exist in an index table. The index table may include unique identifiers and data blocks corresponding to the unique identifiers. Here, in a case that a unique identifier exists in the index table, the case may mean that a data block corresponding to the unique identifier has been already stored. On the contrary, in a case that a unique identifier does not exist in the index table, the case may mean that a data block corresponding to the unique identifier does not have been stored. When the unique identifier does not exist in the index table, the apparatus may perform the step S340 as a next step. When the unique identifier exists in the index table, the apparatus may perform the step S350 as a next step.

In the step S340, the apparatus may store unique identifiers and data blocks corresponding to the unique identifiers. That is, since data blocks corresponding to the unique identifiers do not have been stored, the apparatus may store unique identifiers and data blocks corresponding to the unique identifiers in the database (or, index table) without performing de-duplication.

In the step S350, the apparatus may remove data blocks corresponding to the unique identifiers. That is, since data blocks corresponding to the unique identifiers already have been stored, the apparatus may perform de-duplication (removing data blocks corresponding to the unique identifier).

The methods according to the present invention may be implemented as program commands that can be executed by various computer means and written to a computer-readable recording medium. The computer-readable recording medium may include a program command, a data file, a data structure, etc.: alone or in combination. The program commands written to the medium are designed or configured especially for the present invention, or known to those skilled in computer software.

Examples of the computer-readable recording medium include a hardware device configured especially to store and execute a program command, such as a ROM, a RAM, and a flash memory. Examples of a program command include a premium language code executable by a computer using an interpreter as well as a machine language code made by a compiler. The hardware device may be configured to operate as one or more software modules to implement the present invention or vice versa.

FIG. 8 is a block diagram to illustrate an apparatus for data de-duplication according to an example embodiment of the present invention.

Referring to FIG. 8, the apparatus for data de-duplication may comprise a processing part 10 and a storage part 20.

The processing part 10 may be configured to obtain access property of data based on input request or output request for the data, determine de-duplication unit of the data based on the access property, and perform de-duplication on the data based on the de-duplication unit.

Here, the processing part 10 may comprise an access property acquisition part 11, a de-duplication unit determination part 12, a de-duplicating part 13, and an index table management part 14 as logical entities. Meanwhile, the processing part 10 may comprise a processor and a memory as physical entities. The processor may be a general purpose processor (for example, a Central Processing Unit (CPU) or a Graphics Processing Unit (GPU)) or a dedicated processor designed for performing a method of de-duplication according to the present invention. The memory stores program codes for executing a method for data de-duplication according to the present invention. That is, the processor may read out the program codes stored in the memory, and perform the steps of the method for data de-duplication based on the program codes.

Here, access properties of data may include an access time of data (a_time), a modification time of data (m_time), the number of sequential accesses on data (seqCount), the number of random accesses (randCount), and so on. Here, the access properties of data are not limited to above described properties, and may include other information which can represent input/output characteristics of data.

The access time of data (a_time) may mean a time when input request for the data (that is, data write request) or output request for the data (that is, data read request) is received. The modification time of data (m_time) may mean a time when input request for the data is received. The number of sequential accesses on data (seqCount) may mean the number of accesses which increases when a current access is belonging to a sequential access. The number of random accesses on data (randCount) may mean the number of accesses which increases when a current access is belonging to a random access.

When the access property is obtained, the processing part 10 may obtain the access time and the modification time based on time information of the input request when the input request is received, and obtain the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the input request. Also, the processing part 10 may obtain the access time based on time information of the output request when the output request is received, and obtain the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the output request. Here, the access property may be obtained through the access property acquisition part 11 of the processing part 10.

Specifically, the processing part 10 may determine whether a received request is an input request or an output request. When the received request is an input request, the processing part 10 may obtain the access time and the modification time based on time information of the input request, and store the access time and the modification time in the storage part 20. In addition, the processing part 10 may increase the number of sequential accesses on the data which the current input request designates by 1 when the current input request and the previous access request are continuous, and may increase the number of random accesses on the data which the current input request designates by 1 when the current input request and the previous access request are not continuous.

In order to determine de-duplication unit for the data, the processing part 10 may calculate the first difference which is a difference between a current time of access on the data and a previous time of modification on the data, and determine the fourth de-duplication unit having the lowest de-duplication probability as a de-duplication unit of the data when the first difference is equal to or less than a first predefined threshold. On the other hand, the processing part 2 may calculate a second difference between a current access time on the data and a previous access time on the data when the first difference is more than the first threshold.

Here, the processing part 10 may determine the first de-duplication unit having the highest de-duplication probability as a de-duplication unit of the data when the second difference is in excess of a second predefined threshold, and may determine whether the number of random accesses on the data is equal to or more than the number of sequential
accesses on the data when the second difference is not in excess of the second predefined threshold.

Here, the processing part 10 may determine the second de-duplication unit having a lower de-duplication probability than the first de-duplication unit as a de-duplication unit of the data when the number of random accesses on the data is equal to or more than the number of sequential accesses on the data, and determine the third de-duplication unit having a lower de-duplication probability than the second de-duplication unit as a de-duplication unit of the data when the number of random accesses on the data is less than the number of sequential accesses on the data.

The de-duplication unit may be determined in the de-duplication unit determination part 12 in the processing part 10.

Here, de-duplication units used for the present invention may be classified into four types of units such as a first de-duplication unit, a second de-duplication unit, a third de-duplication unit, and a fourth de-duplication unit. The first de-duplication unit may be applied to data which are not used frequently, and the second de-duplication unit may be applied to data which has more random accesses than sequential accesses on itself, and the third de-duplication unit may be applied to data which has more sequential accesses than random accesses on itself, and the fourth de-duplication unit may be applied to data for which frequent input requests are received.

Specifically, the processing part 10 may calculate a first difference which is a difference between a current time of access on the data and a previous time of modification on the data (that is, a modification time obtained from a previous input request on the data). Here, the first difference may represent how frequently the data is changed (that is, how frequent input requests are generated on the data).

The processing part 10 may determine whether the first difference is in excess of a predefined first threshold. Here, the first threshold may mean a threshold used to determine whether to perform data de-duplication, and may have a different value according to user configuration.

When the first difference is equal to or less than the first threshold so that the data has frequent input requests, the processing part 10 may select the fourth de-duplication unit having the lowest data de-duplication probability (or, which data de-duplication is not performed) among the de-duplication units.

On the other hand, when the first difference is in excess of the first threshold, the processing part 10 may calculate a second difference which is a difference between a current access time on the data obtained from current input or output request on the data and a previous access time on the data (that is, obtained from previous input or output request on the data). Here, the second difference may mean how frequently accesses on the data occur.

The processing part 10 may determine whether the second difference is equal to or less than a predefined second threshold. Here, the second threshold may mean a threshold used to discriminate data having low access probability, and may have a different value according to user configuration.

When the second difference is in excess of the second threshold so that the data is not frequently used, the processing part 10 may determine the first de-duplication unit having the highest probability of de-duplication as a de-duplication unit of the data. Meanwhile, when the second difference is not in excess of the second threshold, the processing part 10 may determine whether the number of random accesses on the data is less than the number of sequential accesses on the data.

When the number of random accesses on the data is equal to or more than the number of sequential accesses on the data so that the data has frequent random accesses, the processing part 10 may select the second de-duplication unit having relatively higher data de-duplication probability for the data. Meanwhile, when the number of random accesses on the data is less than the number of sequential accesses on the data so that the data has frequent sequential accesses, the processing part 10 may select the third de-duplication unit having relatively lower data de-duplication probability for the data.

In order to perform data de-duplication, the processing part 10 may generate at least one data block of the data based on the de-duplication unit, generate unique identifier for the at least one data block, determine whether the unique identifier is in an index table or not, remove data block corresponding to the unique identifier when the unique identifier is in the index table, and finally, assign a new data block to the unique identifier and the data block corresponding to the unique identifier when the unique identifier is not in the index table.

Here, data de-duplication may be performed in the de-duplicating part 13 in the processing part 10. Also, storing, deleting, and updating information in the index table may be performed in the index table management part 14 in the processing part 10.

Specifically, the processing part 10 may generate at least one data block based on chunk size corresponding to the first de-duplication unit, or generate at least one data block based on chunk size corresponding to the second de-duplication unit, or generate at least one data block based on chunk size corresponding to the third de-duplication unit, or generate at least one data block based on chunk size corresponding to the fourth de-duplication unit. Meanwhile, when the fourth de-duplication unit means a unit on which data de-duplication is not performed, the processing part 10 may not generate a data block for the fourth de-duplication unit.

The processing part 10 may generate the unique identifier using hash algorithms such as SHA-1, SHA-2, SHA-3, and so on. However, a method for generating unique identifier is not restricted to the above explanation, and various known methods may be used to generate unique identifiers corresponding to the plurality of data blocks.

The processing part 10 may determine whether generated unique identifiers already exist in an index table. In a case that unique identifiers do not exist in the index table, and so data blocks corresponding to the unique identifiers do not have been stored, the processing part 10 may store unique identifiers and data blocks corresponding to the unique identifiers in the database (or, index table) without performing de-duplication. On the contrary, in a case that unique identifiers exist in the index table, and so data blocks corresponding to the unique identifiers have been already stored, the processing part 10 may perform de-duplication (removing data blocks corresponding to the unique identifier).

The storage part 20 may store information which is being processed or which will be processed in the processing part 10. For example, the processing part 20 may store the data input requests, the data output requests, the access properties of data, the first difference, the first predefined threshold, the second difference, the second predefined threshold, the index table, information on de-duplication units, and so on.

According to the present invention, data de-duplication rate (that is, size of chunk) may be determined adaptively based on input/output characteristics of data. Also, data
de-duplication may be performed based on the determined data de-duplication rate so as to provide low input/output latency.

While the example embodiments of the present invention and their advantages have been described in detail, it should be understood that various changes, substitutions and alterations may be made herein without departing from the scope of the invention.

What is claimed is:

1. A method for data de-duplication, performed in an apparatus for data de-duplication, comprising:
   obtaining access property including access time on data, modification on the data, a number of sequential accesses on the data, and a number of random accesses on the data based on input request or output request for the data;
   calculating a first difference between a current access time on the data and a previous modification time on the data;
   determining a fourth de-duplication unit having a lowest de-duplication probability as the de-duplication unit of the data when the first difference is equal to or less than a predefined first threshold;
   calculating a second difference between the current access time on the data and the previous access time on the data when the first difference is in excess of the first threshold;
   determining a first de-duplication unit having a highest de-duplication probability as the de-duplication unit of the data when the second difference is in excess of a predefined second threshold;
   determining a second de-duplication unit having a lower de-duplication probability than the first de-duplication unit as the de-duplication unit of the data when the second difference is equal to or less than the second threshold and the number of random accesses on the data is equal to or more than the number of sequential accesses on the data;
   determining a third de-duplication unit having a lower probability of being de-duplicated than the second de-duplication unit as the de-duplication unit of the data when the second difference is equal to or less than the second threshold and the number of random accesses on the data is less than the number of sequential accesses on the data;
   generating at least one data block of the data based on the determined de-duplication unit according to the access property, wherein the determined de-duplication unit is one of the first de-duplication unit, second de-duplication unit, third de-duplication unit, and fourth de-duplication unit;
   generating unique identifier for the at least one data block; and
   performing de-duplication on the data based on whether the unique identifier is in an index table or not.

2. The method of claim 1, wherein the obtaining access property comprises:
   obtaining the access time and the modification time based on time information of the input request when the input request is received; and
   obtaining the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the input request.

3. The method of claim 1, wherein the obtaining access property comprises:
   obtaining the access time based on time information of the output request when the output request is received; and
   obtaining the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the output request.

4. The method of claim 1, wherein de-duplication is not performed for the fourth de-duplication unit.

5. The method of claim 1, wherein the de-duplication unit is classified into at least one de-duplication units each of which has different de-duplication probability.

6. The method of claim 1, wherein the performing de-duplication on the data comprises:
   determining whether the unique identifier is in an index table or not;
   removing a data block corresponding to the unique identifier when the unique identifier is in the index table; and
   storing the unique identifier and the data block corresponding to the unique identifier when the unique identifier is not in the index table.

7. The method of claim 6, wherein the unique identifier is generated using a hash algorithm.

8. An apparatus for data de-duplication, comprising:
   a processing part configured to:
   obtain access property including access time on data, modification on the data, a number of sequential accesses on the data, and a number of random accesses on the data based on input request or output request for the data;
   calculate a first difference between a current access time on the data and a previous modification time on the data;
   determine a fourth de-duplication unit having a lowest de-duplication probability as the de-duplication unit of the data when the first difference is equal to or less than a predefined first threshold;
   calculate a second difference between the current access time on the data and the previous access time on the data when the first difference is in excess of the first threshold;
   determine a first de-duplication unit having a highest de-duplication probability as the de-duplication unit of the data when the second difference is in excess of a predefined second threshold;
   determine a second de-duplication unit having a lower de-duplication probability than the first de-duplication unit as the de-duplication unit of the data when the second difference is equal to or less than the second threshold and the number of random accesses on the data is equal to or more than the number of sequential accesses on the data;
   determine a third de-duplication unit having a lower probability of being de-duplicated than the second de-duplication unit as the de-duplication unit of the data when the second difference is equal to or less than the second threshold and the number of random accesses on the data is less than the number of sequential accesses on the data;
   generate at least one data block of the data based on the determined de-duplication unit according to the access property, wherein the determined de-duplication unit is one of the first de-duplication unit, second de-duplication unit, third de-duplication unit, and fourth de-duplication unit;
   generate unique identifier for the at least one data block; and
   perform de-duplication on the data based on whether the unique identifier is in an index table or not.
a storage part configured to store information which is processed or has been processed in the processing part.

9. The apparatus of the claim 8, wherein the processing part is further configured to obtain the access time and the modification time based on time information of the input request when the input request is received, and obtain the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the input request.

10. The apparatus of the claim 8, wherein the processing part is further configured to obtain the access time based on time information of the output request when the output request is received, and obtain the number of sequential accesses on the data or the number of random accesses on the data based on continuity of the output request.

11. The apparatus of the claim 8, wherein de-duplication is not performed for the fourth de-duplication unit.

12. The apparatus of the claim 8, wherein the de-duplication unit is classified into at least one de-duplication units each of which has different de-duplication probability.

13. The apparatus of the claim 8, wherein the processing part is further configured to determine whether the unique identifier is in an index table or not, remove a data block corresponding to the unique identifier when the unique identifier is in the index table, and store the unique identifier and the data block corresponding to the unique identifier when the unique identifier is not in the index table.

14. The apparatus of the claim 13, wherein the unique identifier is generated using a hash algorithm.